
 

 

 INFORMATIVA AI SENSI DELL’ART. 13 DEL REGOLAMENTO (UE) 2016/679 “GDPR” sul trattamento dei dati 
connessi alle segnalazioni Whistleblowing di cui al D. L.vo 24/2023 

 
L’Organismo di Vigilanza ex 231/2001, prima di acquisire i dati personali per finalità di gestione del Whistleblowing, ai sensi della normativa di riferimento, 
ed in particolare al D. L.vo n.24/2023 che riguarda la protezione delle persone che segnalano violazioni del diritto dell'Unione e recante disposizioni 
riguardanti la protezione delle persone che segnalano violazioni delle disposizioni normative nazionali, invita a leggere attentamente la presente 
informativa. 
 
Titolare del trattamento e Responsabile della protezione dei dati (“RPD”) 
Titolare del trattamento è Banca di Piacenza soc. coop. per azioni (di seguito Banca) con sede in Piacenza, Via Mazzini n. 20. 
Per effetto di quanto disposto dalle norme statutarie e da apposita delibera, tutti i poteri in materia di attuazione della normativa di protezione dei dati 
personali sono attribuiti al Direttore generale. 
Inoltre la Banca ha nominato il Responsabile della protezione dei dati (“RPD”) incaricato di garantire il rispetto delle norme per la tutela della Sua “privacy”, 
contattabile - per questioni inerenti il trattamento dei Suoi dati - ai seguenti recapiti: 

− Via Mazzini n. 20, 29121 Piacenza – Att.ne “Responsabile della protezione dei dati” 

− responsabileprotezionedati@bancadipiacenza.it 

− responsabileprotezionedati@bancadipiacenza.legalmail.it. 
Maggiori informazioni sui Suoi diritti le potrà trovare nella sezione dedicata “I Suoi diritti”.  
 
Responsabile del trattamento 
La Banca ha nominato Responsabile del trattamento la società che fornisce la piattaforma informatica Whistleblowing.  
 
Modalità di trattamento 
Le precisiamo che tutti i dati personali che Lei ci fornirà (dati di contatto, dati anagrafici del segnalante e del segnalato, dati relativi alla professione e ogni 
altra informazione o elemento relativo alla segnalazione) saranno trattati in conformità alla vigente normativa in materia di “privacy”. Pertanto la Banca si 
impegna a trattarli secondo principii di correttezza, liceità, trasparenza, nel rispetto delle finalità di seguito indicate, raccogliendoli nella misura necessaria 
ed esatta per il trattamento.   
Il trattamento dei Suoi dati avviene mediante strumenti cartacei, informatici e telematici, in maniera manuale o automatizzata con logiche mirate al 
raggiungimento degli scopi propri del trattamento e con modalità strettamente correlate alle finalità sotto indicate e, comunque, in modo da garantirne la 
sicurezza e la riservatezza. 
Il conferimento dei dati del segnalante è richiesto ed un eventuale rifiuto rende impossibile avviare e completare l’iter della procedura Whistleblowing. 
 
Destinatari/Categorie di destinatari dei dati personali 
Destinatario dei dati personali è l’Organismo di Vigilanza ex 231/2001 della Banca che, in conformità a quanto previsto dalla vigente normativa in materia 
e dal “Regolamento in materia di segnalazione delle violazioni” adottato dalla Banca, è tenuto a garantire la riservatezza dell’identità del segnalante. Nella 
fase di accertamento della fondatezza della segnalazione, laddove si renda necessario per esigenze connesse alle attività istruttorie, i dati personali 
potranno essere inoltrati ad altre unità organizzative e/o Funzioni. In tale ipotesi, i richiamati doveri di comportamento volti ad assicurare la riservatezza 
dell’identità del segnalante graveranno su chi sia stato coinvolto a supporto dell’Organismo di Vigilanza. I dati personali potranno essere rivelati al 
responsabile preposto alla gestione dei procedimenti disciplinari e/o all’incolpato esclusivamente nei casi in cui vi sia il consenso espresso del segnalante 
ovvero la contestazione dell’addebito disciplinare risulti fondata unicamente sulla segnalazione e la conoscenza dell’identità del segnalante risulti 
assolutamente indispensabile alla difesa dell’incolpato. 
 
Sussistendone gli estremi, i dati personali potranno essere comunicati anche a soggetti terzi, ricompresi nelle seguenti categorie: 
a) Consulenti (Organizzazione, Studi Legali, ecc.) 
b) Istituzioni e/o Autorità Giudiziaria e Organi di Polizia.  
In ogni caso, i dati personali non saranno oggetto di diffusione e potranno essere comunicati a terzi nei soli casi previsti dall’art.12 del D. L.vo n.24/2023. 
 
Finalità e base giuridica del trattamento 
I Suoi dati personali sono trattati per le finalità connesse alla corretta e completa gestione della procedura di Whistleblowing ed all’espletamento delle 
attività inerenti e conseguenti nonché per adempiere agli obblighi previsti dalla legge, dai regolamenti o dalla normativa comunitaria. 
 
Base giuridica 
La base giuridica del trattamento dei Suoi dati personali conferiti in occasione di segnalazioni riguardanti presunte irregolarità o illeciti di cui si sia venuti 
a conoscenza nell’ambito del rapporto di lavoro, in base alla procedura Whistleblowing e in relazione al Modello di Organizzazione e Gestione adottato 
dalla Banca, è data dall’obbligo giuridico derivante dalle previsioni di cui al D.lgs. n. 231 del 2001, come modificato dalla Legge n. 179 del 2017, recante 
“Disposizioni per la tutela degli autori di segnalazioni di reati o irregolarità di cui siano venuti a conoscenza nell’ambito di un rapporto di lavoro pubblico o 
privato” nonché dal legittimo interesse della Banca di gestire correttamente ciascuna segnalazione. 
 
Periodo di conservazione dei Suoi dati 
I dati personali raccolti per le finalità di cui sopra saranno conservati presso il Titolare del trattamento per il tempo necessario al trattamento della 
segnalazione e comunque non oltre cinque anni a decorrere dalla data di comunicazione dell’esito finale della procedura di segnalazione.  
Successivamente, tali dati saranno distrutti (diritto all’oblio) o resi in forma anonima (pseudonimizzazione) se necessari per finalità statistiche o di 
storicizzazione. 
 
I Suoi diritti 
Con riferimento ai dati trattati, la Banca Le garantisce, ai sensi degli artt.15-22 del GDPR, la possibilità di: 
- ottenere la conferma dell’esistenza o meno dei dati personali che La riguardano e la loro copia in forma intellegibile 
- ottenere l’aggiornamento, la rettificazione o l’integrazione dei Suoi dati 
- richiedere la cancellazione dei Suoi dati, nei termini consentiti dalla normativa, oppure chiedere che siano anonimizzati 
- opporsi, in tutto o in parte, per motivi legittimi, al trattamento dei dati personali che La riguardano 
- limitare il trattamento dei dati, in caso di violazione, richiesta di rettifica o opposizione 
- chiedere la portabilità dei dati trattati elettronicamente, forniti sulla base di consenso o contratto. 
 



 

 

I diritti dell’interessato avente la qualifica di segnalato, o soggetto coinvolto/menzionato nella segnalazione previsti dagli artt. 15-22 del GDPR, potranno 
essere limitati ai sensi e per gli effetti di cui all’art.  2-undecies, del Codice Privacy – D.L.vo 196/2003 ed in conformità all’art.23 del GDPR qualora 
dall’esercizio di tali diritti possa derivare un pregiudizio effettivo e concreto alla tutela della riservatezza dell’identità del segnalante. 
 
Per l’esercizio dei Suoi diritti, Lei potrà contattare il Responsabile della Protezione dei dati. 
 
In ogni caso, Lei ha sempre diritto di proporre reclamo all’Autorità di controllo competente (“Garante per la protezione dei dati personali”), qualora ritenga 
che il trattamento dei Suoi dati personali sia contrario alla normativa in vigore. 
  
   


